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Aansluitvoorwaarden deelnemers

Voor het gebruik maken van de ZNO in combinatie met het interoperabilteitsplatform worden er
minimale technische eisen gesteld aan de toetreders (deelnemers):

De ZNO in combinatie met het interoperabiliteitsplatform zijn uitsluitend bereikbaar voor
zorgaanbieders middels een Single Sign On (SSO) vanuit het XIS. De eisen die hieraan gesteld worden
zijn:
e De identiteit van de zorgprofessional moet in ieder geval eenmalig zijn geverifieerd door de
zorgaanbieder alvorens de zorgprofessional toegang krijgt tot het XIS.
e Toegang tot het XIS kan alleen worden verkregen nadat is ingelogd met tenminste 2FA” een
en ander conform NEN7510 A9.4.1
e In het kader van de audit-logging eisen (NEN 7510-NEN7512-NEN7513) zijn de SSO's naar de
ZNO verplicht de volgende identifiers beschikbaar te stellen voor HINQ:
Een geverifieerde zorgprofessional identifier
o Een geverifieerde zorgaanbieder identifier
Een geverifieerd BSN nummer van de patiént in kwestie. (Zorgprofessional dienen in
hun XIS, na het vaststellen van de identiteit van een persoon (vergewissen of WID-
controle), het BSN te verifiéren door bijvoorbeeld een check bij SBV-Z).
e Er heeft een ondertekening plaatsgevonden door de deelnemer(s) van de regionale
samenwerkingsovereenkomst op basis van het TWINN model template

Het is de verantwoordelijkheid van de regio om toe te zien dat zorgaanbieders aan de bovenstaande
eisen voldoen bij aansluiting.

De noodzaak van de bovengenoemde eisen bestaat omdat er nog geen werkbare technische en
juridisch standaardisatie is op het gebied van persoonsauthenticatie. Het streven is dat deze
vastgelegde minimale eisen op termijn kunnen worden vervangen door de invulling van het TWIIN
afsprakenstelsel en aanstaande WEGIZ wetgeving. De invulling van de huidige eisen zijn opgesteld
door onderlinge zorgaanbieders in samenspraak met HINQ.



