
 
Artikel 6. Gebruiksregels HINQ 

6.1 Deelnemer mag de Diensten uitsluitend in en ten behoeve van de eigen organisatie gebruiken. Dit 

gebruik mag nooit leiden tot enige vorm van – al dan niet commerciële – exploitatie van (delen van) 

de Dienst door Deelnemer of een derde.  

6.2 Deelnemer is zelf verantwoordelijk voor het gebruik van de Diensten.  

6.3 Het is HINQ toegestaan technische maatregelen te nemen ter bescherming van de Diensten. Deze 

beveiliging mag niet verwijderd of ontweken worden.  

6.4 Uitsluitend de Deelnemer is verantwoordelijk voor het gebruik, met of zonder haar toestemming, 

van de Dienst en van de aan haar beschikbaar gestelde toegangsmiddelen. HINQ is niet aansprakelijk 

voor schade van Deelnemer en/of derden die is ontstaan door onbevoegd gebruik van de 

toegangsmiddelen.  

6.5 Deelnemer zal zelf zorgdragen voor het beschermen van haar (rand)apparatuur, software, 

infrastructuur en internetverbinding tegen virussen, computercriminaliteit en (ander) onrechtmatig 

gebruik door gebruiker(s) of derden.  

6.6 Het is Deelnemers niet toegestaan zodanig gebruik te maken van de Dienst dat daardoor schade 

kan ontstaan aan de Diensten, aan HINQ of aan een derde, of waardoor storingen in de Diensten of 

de infrastructuur van HINQ kunnen ontstaan.  

6.7 Deelnemer vrijwaart HINQ tegen aanspraken van derden als gevolg van handelen of nalaten van 

Deelnemer in strijd met het bepaalde onder de punten 3.5 en 3.6.  

6.8 HINQ kan de toegang tot de Diensten verhinderen door toegangsmiddelen buiten gebruik te 

stellen of haar diensten opschorten indien zij een ernstig vermoeden heeft dat deze gebruikt worden 

in strijd met het bepaalde in deze Overeenkomst of indien een voor het gebruik van de Diensten 

verschuldigde vergoeding niet wordt betaald.  

6.9 Het is Deelnemers niet toegestaan de Diensten en haar infrastructuur zodanig te gebruiken dat 

het schade aanricht aan derden en/of tot gevolg heeft dat de dienst, niet of slechts gedeeltelijk 

bereikbaar is.  

6.10 Het is Deelnemers niet toegestaan om toegang tot de Diensten te verschaffen door middel van 

accountgegevens van derden of door middel van valse sleutels en/of omzeiling van enige beveiliging, 

ongeacht of deze beveiliging adequaat is.  

6.11 Het is Deelnemers niet toegestaan in de Diensten virussen te verspreiden en/of andere 

programmatuur met ongewenste uitwerkingen zoals trojans, wormen en/of backdoor.  

6.12 Het is Deelnemers niet toegestaan de Diensten te gebruiken om ongevraagde berichten te 

versturen (spamming).  

6.13 Het is Deelnemers niet toegestaan in strijd te handelen met enige wet- en/of regelgeving. 8  

 

6.14 Bij gebruik van de Diensten door de Deelnemers en/of de eindgebruikers geldt dat alle 

professionele (tucht-)regels die op het gebruik van de Dienst van toepassing zijn, in acht worden 

genomen.  



 
6.15 Voor andere functionaliteiten (zorg)programma’s in de ZNO, dan overeengekomen in de de 

Diensten, kunnen aanvullende (gebruiks)voorwaarden gelden. Deze (gebruiks)voorwaarden worden 

tijdig aan de Deelnemer kenbaar gemaakt, voordat de Deelnemer van de functionaliteit van de 

programma’s gebruik kan maken.  

6.16 Indien de Deelnemer zelf materiaal kan achterlaten binnen de Diensten, garandeert zij dat het 

materiaal juist, volledig en niet onrechtmatig is. Daarnaast garandeert de Deelnemer dat het door 

haar verstrekte materiaal niet:  

• In strijd is met de wetgeving;  

• Een pornografisch, erotisch karakter heeft of naar een locatie verwijst met een 

pornografische inhoud;  

• Een gewelddadig karakter heeft of verwijst naar een locatie met een gewelddadige inhoud;  

• Discrimineert naar ras, geslacht, politieke gezindheid, godsdienst of levensovertuiging;  

• Illegale activiteiten aanspoort, bevordert of aanprijst;  

• In strijd met de Overeenkomst HINQ Zorgring handelt.  

 

6.17 De Deelnemer vrijwaart HINQ voor alle schadelijke gevolgen voor het niet naleven van hetgeen 

in dit en het voorgaande artikel is bepaald. 


